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        Must be postmarked or submitted online 
NO  NO LATER THAN JANUARY 30, 2026 

Fava v. Laborers International Union of North 
America Local 1184 
c/o CPT Group, Inc 

PO Box 19504 
Irvine, CA 92623 

www.LIUNA1184DataSettlement.com 
 

   

 

Claim Form 
                          SETTLEMENT BENEFITS - WHAT YOU MAY GET 

If you received notice that your Private Information may have been implicated in the Fava v. Laborers 

International Union of North America Local 1184 Data Security Incident that took place on or about 

November 17, 2024, and if you did not opt out of the settlement, you may submit a claim.  

The easiest way to submit a claim is online at www.LIUNA1184DataSettlement.com, or you can 

complete and mail this Claim Form to the mailing address above. 

You may be eligible for one or more of the following settlement benefits.   

Credit Monitoring Services: You may enroll in one (1) year of Credit Monitoring. All Settlement 

Class Members who were offered, or who previously claimed, the 12 months of credit monitoring 

offered to them shall be permitted to file a claim for an additional 1-year term (i.e., up to 2 years total). 

Instructions for enrollment will be provided once the Settlement is finally approved.   

Compensation for Ordinary Losses: You may submit valid Claim Form and must provide supporting 

documentation showing that you spent money or incurred losses fairly traceable to the Data Security 

Incident for up to $500 per person.  

Ordinary Losses are: (i) Out-of-Pocket Expenses incurred as a result of the Data Security Incident, 

including, without limitation, out-of-pocket expenses incurred as result of the Incident, including 

unreimbursed bank fees, unreimbursed card reissuance fees, unreimbursed overdraft fees, unreimbursed 

charges related to the unavailability of funds, unreimbursed late fees, unreimbursed over-limit fees, 

unreimbursed charges from banks or credit card companies, reasonable expenses relating to tax 

remediation efforts, and fees for credit reports, between November 17, 2024 and October 8, 2025; (ii) 

The cost of purchasing credit monitoring or other identity theft insurance products purchased between 

November 17, 2024 and October 8, 2025; and (iii) Up to 4 hours of time spent, at $25 per hour (for a 

total of up to $100) for time spent dealing with the Data Security Incident, but only if the time can be 

documented with reasonable specificity by answering open-ended questions on the Claim Form. 

Settlement Class Members must submit an attestation that they spent the claimed time responding to 

issues raised by the Data Security Incident. 

Compensation for Extraordinary Losses: You may submit a timely and valid Claim Form for 

extraordinary losses for up to $3,500 per person. Extraordinary losses are losses associated with identity 

theft, fraud, and other actual misuse of personal information, provided that: (i) the loss is an actual, 

documented, and unreimbursed monetary loss; (ii) the claimant provides proof to the Claims 

Administrator that that loss was proximately caused by the Data Security Incident; (iii) the claimant 

made reasonable efforts to avoid the loss or seek reimbursement for the loss, including, but not limited 

to, exhaustion of all available credit monitoring or identity monitoring insurance; and; (iv) the loss 

occurred between the date of the Data Security Incident and the date that the Motion for Preliminary 

Approval is filed. 
 

Claims must be submitted online or mailed by January 30, 2026. Use the address at the top of 

this form for mailed claims.  
 

For more information and complete instructions visit www.LIUNA1184DataSettlement.com. 

Settlement benefits will be distributed after the Settlement is approved by the Court and final.  
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Your Information 

This information will be used solely to contact you and to process your claim. It will not be used for any other 
purpose. If any of the following information changes, you must promptly notify us by emailing 
www.LIUNA1184DataSettlement.com. 

 First Name    Last Name 

 

Mailing Address 

                               

               

City                                                                                                                                                State            ZIP Code 

   

Phone Number                                                                                          

– –                           
 

Email Address 

                               

 

CPT ID (as shown on the notice you received) 

      

 

Credit Monitoring Services 

 

Check this box to receive one (1) year of free of Credit Monitoring Services 

 

Cash Payment 

 

You can submit a claim for the Compensation for Ordinary Losses and or Extraordinary Losses: 
 

1. Ordinary Losses: You can receive reimbursement for Ordinary Losses up to $500 total, if you lost or 

spent money trying to prevent or recover from fraud or identity theft that you believe is fairly traceable to 

the Data Security Incident and have not been reimbursed for that money.  
 

Examples of documented losses include: out-of-pocket expenses incurred as a result of the Data Security 

Incident, including (without limitation) unreimbursed bank fees, unreimbursed card reissuance fees, 

unreimbursed overdraft fees, unreimbursed charges related to the unavailability of funds, unreimbursed 

late fees, unreimbursed over-limit fees, unreimbursed charges from banks or credit card companies, 

reasonable expenses relating to tax remediation efforts, and fees for credit reports, between November 17, 

2024 and October 8, 2025. 
 

Examples of supporting documentation include (but are not limited to): (i) credit card statements; (ii) 

bank statements; (iii) invoices; (iv) telephone records; and (v) receipts. “Self-prepared” documents such as 

handwritten receipts are, by themselves, insufficient to receive reimbursement, but can be considered to 

add clarity or support other submitted documentation. You will not be reimbursed for expenses if you have 

been reimbursed for the same expenses by another source. 
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To obtain reimbursement under Ordinary Losses, you must provide the details below and attach supporting 

documentation. 

 

Itemization of Loss Date of Loss Type of 

Supporting 

Documentation 

Amount 

    

    

    
 

Provide a narrative description of your unreimbursed Ordinary Loss(es) below, including the date the expense 

was incurred and its relation to the Data Security Incident (You may attach additional pages if necessary): 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ATTACH DOCUMENTS: Supporting documentation must be provided. Attach a copy of credit card 

statements, bank statements, invoices, telephone records, and receipts for each expense (you may redact 

unrelated transactions).   

 

Attested Time Spent: Settlement Class Members may submit a claim for time spent remedying identity 

theft, fraud, misuse of personal information, credit monitoring or freezing credit reports and/or other issues 

reasonably traceable to the Data Security Incident (“Attested Time”). If you submit a valid claim for Ordinary 

Losses and also spent time dealing with issues related to the Data Security Incident, you may receive 

reimbursement of $25 per hour up to four (4) hours for a valid claim for Attested Time (for a total of up to 

$100). Claims made for Attested Time must be combined with reimbursement for Ordinary Losses, subject 

to the $500 aggregate cap.  
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If you spent time remedying issues related to the Data Security Incident, including at least one (1) full hour, 

please list the amount of time that you spent here: ________. 

 

To obtain reimbursement for this Attested Time, you must provide the details and attestation below. 

 

Type of Attested Time Incurred 

 

Choose from Among the Following Array of Activities: (i) 

Remedying Identity Theft, (ii) Remedying Fraud; (iii) Remedying 

Misuse of Personal Information; (iv) Credit Monitoring; (v) Freezing 

Credit Reports; or (vi) Other Time Reasonably Traceable to Data 

Security Incident (Specify) 

Date of 

Attested Time 

Amount of 

Attested 

Time 

   

   

   

   

   

   

 

Provide a narrative description of your Attested Time and its relation to the Data Security Incident (You may 

attach additional pages if necessary): 
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By checking the below box, I hereby declare under penalty of perjury that the information provided in this 

Claim Form to support my seeking relief for Attested Time is true and correct. 

 

Yes, I understand that I am submitting this Claim Form and the affirmations it makes as 

to my seeking relief for Attested Time under penalty of perjury. I further understand that 

my failure to check this box may render my Claim for Attested Time null and void. 

 

2. Extraordinary Losses: You can receive reimbursement for Extraordinary Losses up to $3,500 total that 

were incurred as a result of the Data Security Incident if: (i) the loss is an actual, documented, and 

unreimbursed monetary loss; (ii) the claimant provides proof to the Claims Administrator that that loss was 

proximately caused by the Data Security Incident; (iii) the claimant made reasonable efforts to avoid the loss 

or seek reimbursement for the loss, including, but not limited to, exhaustion of all available credit monitoring 

or identity monitoring insurance; and; (iv) the loss occurred between November 17, 2024 and October 8, 2025. 

 

To obtain reimbursement under Extraordinary Losses, you must provide the details below and attach 

supporting documentation. 

 

Itemization of Loss Date of Loss Type of 

Supporting 

Documentation 

Amount 

    

    

    

 

Provide a narrative description of your unreimbursed Extraordinary Loss(es) below, including the date the 

expense was incurred and its relation to the Data Security Incident (You may attach additional pages if 

necessary): 
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ATTACH DOCUMENTS: Supporting documentation must be provided. Attach a copy of 

professional fees incurred to address identity theft or fraud, such as falsified tax returns, account 

fraud, and/or identity theft for each expense (you may redact unrelated transactions).   

 

How You Will Receive Your Payment 

 

If you make a claim for a cash payment using this Claim Form, you will receive your payment by check.  

To receive an electronic payment, submit your claim online at www.LIUNA1184DataSettlement.com.  

 

Signature 

 

I attest under penalty of perjury that the information supplied in this Claim Form is true and correct to the 

best of my knowledge.  

 

I understand that I may be asked to provide more information by the Settlement Administrator before my 

claim is complete and valid. 

 

_____________________________________________________________            Date: _______ - _______- __________ 

 Signature         MM   DD   YYYY 


